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Logpoint names Andreas Föhringer
Regional Director for CEMEA

Andreas Föhringer will be responsible for driving growth in the CEMEA
region, focusing on expanding MSSP partnerships and creating joint
opportunities by supporting end customers in safeguarding their business.

COPENHAGEN & MUNICH, May 15, 2025 –Logpoint, a European cybersecurity
leader that delivers threat detection tools, has named Andreas Föhringer
Regional Director for the CEMEA region, including Germany, Switzerland, and
Austria.

https://www.logpoint.com/en/?utm_source=mynewsdesk&utm_medium=pr&utm_campaign=rd-cemea


Andreas Föhringer will be responsible for the growth of Logpoint in the
region through expanding partnerships with Managed Security Service
Providers (MSSPs) and helping critical national infrastructure organizations
improve their security posture in alignment with NIS2. He’ll report to Frank
Koelmel, Logpoint’s CRO.

“We help our customers and MSSP partners navigate the complex threat
landscape with the security research and detection tools they need to
improve their security posture,” says Andreas Föhringer, Logpoint Regional
Director CEMEA. “I can’t wait to lead the CEMEA team and expand the impact
we have in safeguarding society today.”

Andreas Föhringer has more than 15 years of experience in the IT industry
and joined Logpoint as Regional Sales Manager for MSSPs in 2023. Before
joining Logpoint, he held several leadership positions at recognized
companies in the technology industry, including Salesforce, Microsoft, and
Cataneo.

“We want to expand our network of MSSP partnerships and help them seize
the opportunities in the market,” says Frank Koelmel, Logpoint CRO. “Andreas
is the perfect fit for that. He’s knowledgeable about the challenges MSSPs
face. And he understands how to help them achieve the outcomes they are
looking for, whether it’s to expand cybersecurity service offerings or manage
their customer base more efficiently.”

Logpoint has a unique position as a European SIEM and NDR vendor with an
EAL3+ certification and a SOC II attestation, demonstrating strong product
and data security. As a European company, Logpoint aligns with the General
Data Protection Regulation (GDPR) and the Schrems II ruling. The company
recently announced a partnership with the German company STACKIT, so
customers and MSSPs can deploy Logpoint in a European sovereign cloud as
well as on-premises, based on their needs.

About Logpoint

Logpoint safeguards society in a digital world by helping customers and
Managed Security Service Providers (MSSPs) detect cyberattacks. Combining



reliable technology with a deep understanding of cybersecurity challenges,
Logpoint makes security operations easier, giving organizations the freedom
to progress. Logpoint’s SIEM and NDR technologies improve visibility and
give a multi-layered approach to cybersecurity that helps customers and
MSSPs in Europe navigate the complex threat landscape. Headquartered in
Copenhagen, Denmark, Logpoint has a European foundation and is the only
European SIEM vendor with a Common Criteria EAL3+ certification. This
demonstrates Logpoint’s strong focus on data protection and cybersecurity
regulations. For more information, visit logpoint.com.
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