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Logpoint achieves CCN certification
reinforcing its commitment to
safeguarding European critical
infrastructure

The CCN certification reinforces Logpoint’s commitment to safeguarding
critical European national infrastructure through strong cyber resilience.

COPENHAGEN, April 29, 2025 –Logpoint, a European threat detection
vendor, today announced it has achieved a certification from the National
Cryptological Center (CCN) in Spain. The accreditation demonstrates that
Logpoint’s products meet the requirements for cybersecurity solutions

https://www.logpoint.com/en/?utm_source=pr&utm_medium=pr&utm_campaign=ccn


established by the Spanish government for public administration and critical
national infrastructure sectors.

“We’re actively working to help safeguard society by protecting digital
national infrastructure. With this certification, we can help Spanish
organizations do that,” says Christian Pijoulat, Regional Director of SEMEA.
“The threat landscape is getting increasingly complex with the geopolitical
unrest, sophisticated threats, and expanding compliance requirements. We
strive to help organizations defy the state of the threat landscape and thrive
by reducing cyber risk and ensuring compliance.”

With the CCN certification, Spanish public entities and regulated industries
can confidently deploy Logpoint’s technology to enhance their cybersecurity
posture. The certification aligns with the company’s broader strategy to
expand its presence in the European cybersecurity market and strengthen its
position as a trusted partner for critical national infrastructure providers.

Logpoint has a unique position as a European SIEM and NDR vendor with an
EAL3+ certification and a SOC II attestation, demonstrating strong product
and data security. As a European company, Logpoint aligns with the General
Data Protection Regulation (GDPR) and the Schrems II ruling.

About Logpoint

Logpoint safeguards society in a digital world by helping customers and
Managed Security Service Providers (MSSPs) detect cyberattacks. Combining
reliable technology with a deep understanding of cybersecurity challenges,
Logpoint makes security operations easier, giving organizations the freedom
to progress. Logpoint’s SIEM and NDR technologies improve visibility and
give a multi-layered approach to cybersecurity that helps customers and
MSSPs in Europe navigate the complex threat landscape. Headquartered in
Copenhagen, Denmark, Logpoint has a European foundation and is the only
European SIEM vendor with a Common Criteria EAL3+ certification. This
demonstrates Logpoint’s strong focus on data protection and cybersecurity
regulations. For more information, visit http://logpoint.com.
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