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Launching LogPoint 6.10: Improving
collaboration during investigation

LogPoint 6.10 is all about improving collaboration in security investigations.
Sharing security analytics, providing more context, and sending notifications
to MDR providers

COPENHAGEN and BOSTON – February 19, 2021 – LogPoint, the Modern
SIEM and UEBA company, has launched version 6.10 of it’s SIEM solution. The
latest LogPoint release enables sharing of security analytics and dashboards
and provides more context on attack developments supporting the latest
MITRE ATT&CK framework. LogPoint 6.10 also integrates with third-party
detection and response systems to send notifications to MDR providers.

https://www.logpoint.com/en/


Role-based access to dashboards in LogPoint 6.10 helps teams effectively
manage and update each other on evolving threats, increasing efficiency in
the SOC and decreasing false positives. Configurable role-based, read-write
access to each dashboard means that whenever an analyst makes an update,
all users with access to the dashboard see the changes.

To show more context on attack developments LogPoint supports 6.10 the
latest MITRE ATT&CK framework, including pre-attack, sub-techniques and
additional entity information to help analysts perform faster and more
thorough investigations. Analysts can also see a list of all users and entities
who are contributing to the ATT&CK techniques. Analysts can drill down and
see the associated logs, providing more information during the investigation
process.

To provide more efficient alert investigation with service providers LogPoint
now integrates with third-party detection and response systems to send
notifications to managed detection and response (MDR) service providers.
Now analysts can choose which notifications to send automatically and
manually for further investigation. When analysts control notifications, they
don’t need to send every incident to MDRs, saving money and helping
providers optimize their time.

To learn more about LogPoint 6.10 read our blog post or take a few minutes
to get the release rundown in the video with LogPoint Presales Manager
@Guy Grieve.

Media and analysts can schedule a live, one-on-one demonstration of
LogPoint 6.9 by contacting LogPoint media relations. The attached photo can
be used freely by the media. For more information, visit
www.logpoint.com/press

About Logpoint
Logpoint is the creator of a reliable, innovative cybersecurity operations
platform — empowering organizations worldwide to thrive in a world of
evolving threats. By combining sophisticated technology and a profound
understanding of customer challenges, LogPoint bolsters security teams’
capabilities while helping them combat current and future threats. Logpoint
offers SIEM, UEBA, SOAR and BCS technologies converged into a complete
platform that efficiently detects threats, minimizes false positives,

https://www.logpoint.com/en/blog/logpoint-6-10/
http://www.logpoint.com/press
https://www.logpoint.com/en/product/logpoint-as-a-siem-tool/
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https://www.logpoint.com/en/increase-soc-efficiency-by-automating-detection-and-response-with-soar/
https://www.logpoint.com/en/product/logpoint-for-sap/


autonomously prioritizes risks, responds to incidents, and much more.
Headquartered in Copenhagen, Denmark, with offices around the world,
Logpoint is a multinational, multicultural, and inclusive company. For more
information, visit http://www.logpoint.com
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